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7.5
Invoking an IP multimedia session

…

7.5.5
IMS Network-Independent Public User Identities (INIPUI)

The following requirements apply for IMS Network-Independent Public User Identities:

-
Multiple INIPUI Operators shall be able to associate SIP URIs of type "sip:user@domain" (also known as "alphanumeric SIP URIs") that share a single domain name.

-
An INIPUI Operator shall be able to associate a SIP URI scheme for a domain name that has other URI schemes from different service providers.

Note 1:
This allows customers who use an INIPUI Operator in one geographic region to use another INIPUI Operator in another region without affecting the domain name used (which may be part of a corporate branding), as well as choose a different service provider for different service offerings e.g. different IMS operator compared to their email provider.

Note 2:
Provisioning of the INIPUI Registry for a particular Shared Domain Name is done by a single entity, the INIPUI Host. This ensures the uniqueness of the username, when assigned by different INIPUI operators, within a Shared Domain Name. The INIPUI Host also needs to ensure each INIPUI provisioned in the INIPUI Registry is authorised by the Domain Name Owner.
-
The IMS shall support a mechanism for an INIPUI User to be globally reachable by any subscriber, regardless of whether the originating operator supports INIPUI. In addition, an IMS operator that is serving inbound roaming INIPUI Users shall not be required to support any additional configuration on top of what already exists.
-
The IMS shall support the use of INIPUI as an IMS identity between the calling User and their INIPUI Operator.
-
The use of INIPUI shall be transparent to the UE and therefore INIPUIs shall be usable by pre-Release 11 UEs, subject to the UE support of alphanumeric SIP URI.

-
When the user enters the INIPUI of the called party, the UE shall display the INIPUI that was entered, subject to the UE display capability. In case of Terminating Identification Presentation (TIP), the INIPUI of the terminating party shall be displayed according to the requirements in TS 22.173 [20].

-
The IMS shall support passing of an INIPUI of the originating user and the INIPUI shall be displayed as CLI to the called party, subject to the UE display capability.
-
An originating operator shall be able to request an INIPUI address resolution to be performed by an intermediate network and to receive the result of the INIPUI address resolution from that intermediate network prior to routing the session.

-
An intermediate network shall be able to service INIPUI address resolutions received from an originating operator by querying the INIPUI Registry. The intermediate network shall then be able to provide the resolved INIPUI address to the originating operator.

Note:
The above two requirements allow the originating operator to decide how to route the session (e.g. itself or via an intermediate network).

-
An entity accessing an INIPUI Registry to resolve an INIPUI shall provide the INIPUI Registry with the identity of the operator that is the source of the query in addition to its own identity. An entity accessing an INIPUI Registry for provisioning purposes shall provide the INIPUI Registry with its own identity.

The above may be subject to regulatory requirements.
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